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The provisions of the EU General Data Protection Regulation (hereinafter referred to as the “GDPR”) 

have been valid throughout Europe since May 25, 2018. With this document, we would like to inform 

you about how Saint-Gobain Performance Plastics Pampus GmbH processes personal data in 

accordance with this new regulation (see Art. 13 GDPR). Please read our Privacy Policy carefully. Should 

you have any questions or comments about our Privacy Policy, you may contact our data protection 

officer as indicated in Section 2. 
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1. Overview 

The following data protection notice informs you about the type and scope of personal data processed 

by Saint-Gobain Performance Plastics Pampus GmbH. Personal data is information that can be used to 

personally identify you whether directly or indirectly.  

Data processing performed by Saint-Gobain Performance Plastics Pampus GmbH may essentially be 

divided into two categories: 

- All data required for the performance of a contract with Saint-Gobain Performance Plastics 

Pampus GmbH will be processed for the purpose of performing the contract. If external service 

providers are also involved in performing a contract, e.g. logistics companies or 

subcontractors, your data will be passed on to them to the extent necessary in each particular 

case. 

 

- A variety of information is exchanged between your terminal device and our server when you 

access the website/application operated by Saint-Gobain Performance Plastics Pampus 

GmbH. This may also involve personal data. The information collected in this way is used, 

among other things, to optimize our website or to display advertising in your terminal device’s 

web browser.   

In accordance with the provisions GDPR, you have a variety of rights that you may exercise in your 



dealings with us. These include, among others, the right to object to specific forms of data processing, 

in particular data processing for advertising purposes.  

Should you have any questions regarding this data protection notice, please feel free to contact our 

corporate data protection officer at any time. You will find the relevant contact information below. 

2. Name and contact information for the data controller and the corporate 

data protection officer  

This privacy policy applies to data processing by Saint-Gobain Performance Plastics Pampus GmbH, Am 

Nordkanal 37, 47877 Willich, Germany (“data controller”), and to the following websites and 

applications: https://www.bearings.saint-gobain.com. The Saint-Gobain Performance Plastics Pampus 

GmbH corporate data protection officer is Rainer Surberg.  

Corporate data protection officer: Mr. Rainer Surberg 

Compagnie de Saint-Gobain Deutschland 

Krefelder Str. 195 

52070 Aachen 

Germany 

Phone: +49 241 40020603 

E-Mail: rainer.surberg@saint-gobain.com 

 

3. Purposes of data processing, legal bases and legitimate interests pursued 

by Saint-Gobain Performance Plastics Pampus GmbH or a third party and 

categories of recipients 

 

3.1. Accessing our website or application 

When you access our website/application, the browser used on your terminal device automatically 

sends information to the server for our website/application and temporarily saves it in a so-called log 

file. We have no control over this. The following information will be collected without action on your 

part and stored until automatic deletion:  

 The IP address of the requesting Internet-capable device,  

 The date and time of access,  

 The name and URL of the retrieved file,  

 The website/application from which the website was accessed (referrer URL),  

 The browser you are using and, if applicable, the operating system of your Internet-capable 

computer as well as the name of the access provider.  

 

The legal basis for processing the IP address is Article 6 (1 lit. f) GDPR. Our legitimate interest is based 

on the purposes of data collection described below. The data collected does not enable us to identify 

you nor do we attempt to do so. 

We use the IP address of your terminal device and other data listed above for the following purposes: 

mailto:rainer.surberg@saint-gobain.com


 Ensuring a trouble-free connection, 

 Ensuring convenient use of our website/application,  

 Evaluating system security and stability.  

 

The data is saved for a period of 26 Month and then automatically deleted. We also use “cookies”, 

tracking tools and social media plugins for our website/application. The exact procedures involved, 

and how your data will be used for the respective purposes, are explained in more detail in Section 3.4 

below.  

If you have consented to geo-localization in your browser or operating system or other settings on 

your terminal device, we will use this function to offer you individual services related to your current 

location (e.g. the location of the nearest branch). We process your location data collected in this way 

exclusively for this function. This data is deleted upon the conclusion of your use of this function. 

 

3.2. Conclusion, performance or termination of a contract 

 

3.2.1. Data processing upon the conclusion of a contract 

The object of Saint-Gobain Performance Plastics Pampus GmbH is Manufacturering and Distribution of 

PTFE Products, Sliding Bearings and Tolerance Rings.  In this context, we process the data required for 

the conclusion, performance or termination of a contract with you. This includes: 

 Company, first name, last name 

 Invoicing and shipping address 

 E-mail address, if applicable  

 Invoice and payment information  

 Date of birth, if applicable 

 Telephone number, if applicable 

 

The legal basis for this is Art. 6 (1 lit. b) GDPR, i.e. you provide us data on the basis of the contractual 

relationship between you and us. Provided we do not use your contact information for advertising 

purposes (see Section 3.3.), we will store the data collected for the performance of the contract until 

the expiration of any applicable statutory or contractual warranty and guarantee rights. Upon 

expiration of this period, we retain information concerning the contractual relationship required by 

commercial and tax law for the applicable periods specified by law. During this period (regularly ten 

years from the conclusion of the contract), the data will be subject to reprocessing solely in the event 

of an audit by the tax authorities. 

3.2.2. Identity, credit rating and transmission to credit agencies 

Where necessary, we verify your identity using information from service providers. The legal basis for 

this is Art. 6 (1 lit. b and f) GDPR. The right to do so results from the protection of your identity and the 

avoidance of fraud attempts at our expense. The circumstances and the result of our inquiry will be 

added to your customer account for the duration of the contractual relationship.  

If you have already purchased items from us, your data stored by us about you can be supplemented 

by so-called score values. Scoring is the creation of a forecast of future events based on collected 



information and past experience. An assignment is made to statistical groups of persons who had 

similar entries in the past on the basis of personal data stored about you. The underlying method used 

is a well-founded mathematical-statistical method for predicting risk probabilities that has long been 

tried and tested in practice.  

In the event of a delay in payment, we will transmit the relevant data to a company commissioned to 

collect the claim if other applicable legal requirements are met. The legal bases for this are both Article 

6 (1 lit. b) and Article 6 (1 lit. f) GDPR. The assertion of a contractual claim is deemed to be a legitimate 

interest within the meaning of the second provision referred to above. Information about the delay in 

payment or a possible loss of receivables will also be forwarded to credit agencies cooperating with us 

if other applicable legal requirements are met. The legal basis for this is Art. 6 (1 lit. f) GDPR. The 

legitimate interest required here arises from our interest and that of third parties in reducing 

contractual risks for future contracts. 

3.3. Data processing for advertising purposes 

The following information relates to the processing of personal data for advertising purposes. The 

GDPR considers this form of data processing to be permitted in principle on the basis of Art. 6 (1 lit. f) 

GDPR and to be a legitimate interest. The retention period for data used for advertising purposes is 

not based on rigid principles and is rather determined on the basis of whether continued retention is 

necessary for purposes of advertising-related contact. Please see Section 3.3.3. for the process 

applicable should you object. 

3.3.1. Advertising purposes of Saint-Gobain Performance Plastics Pampus GmbH and of third 

parties 

If you have concluded a contract with us, we will list you as an existing customer. In this case, we 

process your postal contact data without any specific consent in order to send you information about 

new products and services. We process your e-mail address without any specific consent to send you 

information about our own similar products. 

3.3.2. Interest-based advertising   

In order to ensure that you only receive advertising information that is of supposed interest to you, we 

categorize and supplement your customer profile with the following information. Statistical 

information as well as information about you (e.g. basic data of your customer profile) is used for this 

purpose. The aim is to provide you solely with advertising that corresponds to your actual or perceived 

needs and, accordingly, not to bother you with useless advertising.  

3.3.3. Right to object  

You can object to data processing for the above-mentioned purposes at any time free of 

charge, specifically for the respective communication channel and with effect for the future. 

All you need to do is send an e-mail or a letter by regular mail using the contact information 

provided in Section 2. 

If you submit an objection, the relevant contact address will be blocked for further data processing for 

advertising purposes. We would like to point out that in exceptional cases advertising material may 



still be sent for a short period even after receipt of your objection. This is due to the technically 

required lead time for advertisements and does not mean that we have not implemented your 

objection. We apologize for the inconvenience.  

3.3.4. Sending newsletters  

On our website we offer you the possibility to register for our newsletter. To ensure that no mistakes 

are made when entering the email address, we use the so-called double opt-in procedure: After you 

have entered your email address in the registration field, we will send you a confirmation link. Only 

once you have clicked on this confirmation link will your email address be added to our distribution 

list. You can revoke your consent at any time with effect for the future by sending a short note by email 

to the email address given in section 2. In addition to this, there is a link that you can click on to revoke 

you consent in the email containing each newsletter. 

3.4. Online presence and website optimisation 

 

3.4.1. Cookies – general information  

When you visit a website, it may retrieve or store information about your browser, usually in the form 

of cookies. This information might be about you, your settings or your device and is mostly used to 

make the site work as you expect it to. The information does not usually directly identify you, but it 

can give you a more personalised web experience. Because we respect your right to privacy, you can 

choose not to allow certain types of cookies. Click the different category headings to find out more 

and to change some of our default settings. Please note that blocking some types of cookies may 

impact your experience on our websites and the services we are able to offer.  

The cookie consent manager, which opens when you access the site, allows you to select which 

categories of cookies to agree or reject. Essential cookies cannot be rejected as they are necessary to 

provide you with services (see point 3.4.1.1). 

3.4.1.1. Essential cookies 

These cookies are necessary for the website to function and cannot be switched off. Typically, these 

cookies are only set in response to actions you take in terms of service requests, such as setting your 

privacy preferences, logging in, or completing forms. You can set your browser to block these cookies 

or to notify you about these cookies, but some areas of the website may not function properly. These 

cookies do not save any personal data. The legal basis for these cookies is Art. 6 (1) b GDPR or, for third 

countries, Art. 49 (1) b GDPR. 

3.4.1.2. Performance cookies 

These cookies enable us to count visits and traffic sources so we can measure and improve the 

performance of our site. They help us to know which pages are the most and least popular and see 

how visitors move around the site. All information these cookies collect is aggregated and therefore 

anonymous. If you do not allow these cookies, we will not know when you visited our site. The legal 

basis for these cookies is Art. 6 (1) a GDPR or, for third countries, Art. 49 (1) b GDPR. 

3.4.1.3. Functional cookies 



These cookies enable the website to provide enhanced functionality and personalisation. They may be 

set by us or by third-party providers whose services we use on our pages. If you do not allow these 

cookies, some or all of these services may not function properly. The legal basis for these cookies is 

Art. 6 (1) a GDPR or, for third countries, Art. 49 (1) b GDPR. 

3.4.1.4. Marketing cookies 

These cookies can be set by our advertising partners via our website. They can also be used by these 

companies to create a profile of your interests in order to show relevant advertisements on other 

websites. They do not directly store personal data but are based on the unique identification of your 

browser and your Internet device. If you do not allow these cookies, your advertising will be less 

targeted. The legal basis for these cookies is Art. 6 (1) a GDPR or, for third countries, Art. 49 (1) b GDPR. 

3.4.2. Google Analytics  

For the purpose of demand-oriented design and continuous optimization of our pages, we use Google 

Analytics, a web analytics service provided by Google Inc. (“Google”). For this purpose, pseudonymised 

user profiles are created and cookies are used. The information generated by cookies about your use 

of the website, such as:  

• Browser type/version, 

• Operating system used, 

• Referrer URL (the previously-visited page), 

• The hostname of the accessing computer (IP address),  

• Time of query on our server,  

 

shall be transferred to and saved on a Google server in the United States. This will be used for 

evaluating your use of the website, compiling reports on website activities, and providing other 

services relating to website and internet usage for market research purposes and for developing this 

website as needed. This information may also be transferred to third parties where required to do so 

by law, or where such third parties process the information on Google’s behalf. Google will not, under 

any circumstances, associate the anonymised IP address transmitted by your browser when using 

Google Analytics with any other data held by Google. IP addresses will be anonymised so that 

attribution is not possible (IP masking).  

You may refuse the installation of cookies by selecting the appropriate settings for your browser. 

However, please note that if you do this you may not be able to use the full functionality of this website. 

You can also block the collection of the data generated by the cookie and relating to your usage of our 

website (including your IP address) and the processing of such data by Google by downloading and 

installing a web browser add-on. As an alternative to the web browser add-on, in particular for web 

browsers installed on mobile end devices, you can also block tracking by Google Analytics by setting 

an opt-out cookie. This will install an opt-out cookie, which will prevent your data from being collected 

the next time you visit this website. The opt-out cookie will only work on this browser and for our 

website and will be stored on your device. If you delete cookies from this browser, you will have to 

reinstall the opt-out cookie. For further information on data protection with respect to Google 

Analytics, please refer to Google Analytics Help.  

Cookie-Settings 

https://tools.google.com/dlpage/gaoptout?hl=en
https://support.google.com/analytics/answer/6004245?hl=en


3.4.3. Social media plugins  

On our website, we use social plugins from the social networks LinkedIn in order to make our company 

better known via these sites. The underlying advertising purpose is to be regarded as a legitimate 

interest within the meaning of the GDPR. The responsibility for data-protection compliant operation is 

to be ensured by their respective providers. The integration of these plugins by us takes place by way 

of the so-called two-click method in order to protect visitors to our website as well as possible: by 

default, we embed deactivated buttons in our website that do not establish contact with the servers of 

the social networks.  

3.4.4. LinkedIn 

Our website uses plugins from the social network LinkedIn, Wilton Place, Dublin 2, Ireland (“LinkedIn”).  

The plugins are configured as a two-tier solution to protect user privacy. Each time you visit one of our 

pages that contains LinkedIn features, your browser will only establish a direct connection to LinkedIn’s 

servers when you activate the LinkedIn button by clicking on it. The content of the plugin is transmitted 

by LinkedIn directly to your browser and integrated into the website.  

When the plugin is activated, LinkedIn receives, among other things, the information that the user has 

accessed our website. For information about the scope and purpose of this data collection, processing 

and use by LinkedIn and related rights and setting options to protect user privacy, please see LinkedIn’s 

privacy policy.  

We expressly point out that we have no influence on the type, scope and use of the data that LinkedIn 

collects with the LinkedIn button.  

3.4.5. YouTube 

Our website uses plugins from YouTube, which is operated by Google. YouTube is operated by YouTube 

LLC with headquarters at 901 Cherry Avenue, San Bruno, CA 94066, USA. When you visit one of the 

pages of our website that has a YouTube plugin, a connection is established to the YouTube servers. 

This informs the YouTube server which of our pages you have visited. If you are logged in to your 

YouTube account, this enables YouTube to link this information to your user account. You can prevent 

this by logging out of your YouTube account. We use YouTube to present our online services in an 

appealing way. This represents a legitimate interest within the meaning of Art. 6 (1) f GDPR. 

For more information on how we use user data, please refer to the YouTube privacy policy.  

4. Data recipients outside the EU 

Apart from the processing described in detail in Section 3, we do not pass your data on to recipients 

based outside the European Union or the European Economic Area. Insofar as the processing 

operations listed in Section 3 transfer data to recipients located outside the European Union or the 

European Economic Area, the servers are located in the USA. This data transfer takes place in 

accordance with the principles of the Privacy Shield and on the basis of the standard contractual 

clauses of the European Commission.        

https://www.linkedin.com/legal/privacy-policy?trk=hb_ft_priv
https://www.linkedin.com/legal/privacy-policy?trk=hb_ft_priv
http://www.google.de/intl/en/policies/privacy/
https://www.privacyshield.gov/welcome
https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?uri=CELEX:32021D0914&locale=en
https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?uri=CELEX:32021D0914&locale=en


5. Your rights   

5.1 Overview 

 

In addition to the right to revoke your consent granted to us, you are also entitled to the following 

additional rights if the respective legal requirements are met:  

 Right of access to your personal data stored by us pursuant to Art. 15 GDPR; in particular, 

you may request information about the processing purposes, the category of personal data, 

the categories of recipients to whom your data has been or will be disclosed, the planned 

storage period, and the origin of your data, in case it has not been collected directly from 

you, 

 Right of rectification of incorrect data or the right to have correct data completed in 

accordance with Art. 16 GDPR, 

 Right to deletion of your data stored by us in accordance with Art. 17 GDPR, insofar as no 

legal or contractual retention periods or other legal obligations or rights to further storage 

are to be observed,  

 Right to restriction of the processing of your data pursuant to Art. 18 GDPR, insofar as the 

accuracy of the data is disputed by you, the processing is unlawful, but you object to its 

deletion; the controller no longer requires the data, but you need it for the assertion, exercise 

or defence of legal claims or you have objected to the processing pursuant to Art. 21 GDPR, 

 Right to data portability pursuant to Art. 20 GDPR, i.e. the right to have selected data about 

you stored by us transferred in a common, machine-readable format, or to request the 

transfer to another controller, 

 The right to lodge a complaint with a supervisory authority. As a general rule, you can contact 

the supervisory authority of your usual place of residence or workplace or our company 

headquarters for this purpose. 

 

5.2 Right to object 

 

Under the conditions of Art. 21 (1) GDPR, data processing may be objected to for reasons 

arising from the particular situation of the data subject. 

The above general right to object applies to all processing purposes described in this privacy notice, 

which are processed on the basis of Article 6 (1 lit. f) GDPR. Unlike the specific right to object relating 

to data processing for advertising purposes, we are only obliged under the GDPR to implement such a 

general objection if you provide us with reasons of overriding importance for doing so (e.g., a possible 

risk to life or health). In addition, you have the option of contacting the supervisory authority 

responsible for Saint-Gobain Performance Plastics Pampus GmbH, in this instance, the data protection 

commissioner of the Land of Hesse in Wiesbaden. 

6 Data security 

All data transmitted by you personally, including your payment data, will be transmitted using the 

generally accepted and secure standard SSL (Secure Socket Layer) protocol. SSL is a secure and proven 

standard that is also used, for example, in online banking. You can recognise a secure SSL connection, 



among other things, by the s appended to the http (i.e. https://…) in the address bar of your browser 

or by the lock icon in the bar at the bottom of your browser. 

We also use appropriate technical and organisational security measures to protect your personal data 

we store against manipulation, partial or complete loss and against unauthorised access by third 

parties. Our security measures are continuously improved in line with technological. 


